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(C) medically necessary follow up exami-
nations. 

(2) Prescriber 

The term ‘‘prescriber’’ means, with respect 
to contact lens prescriptions, an ophthalmol-
ogist, optometrist, or other person permitted 
under State law to issue prescriptions for con-
tact lenses in compliance with any applicable 
requirements established by the Food and 
Drug Administration. 

(3) Contact lens prescription 

The term ‘‘contact lens prescription’’ means 
a prescription, issued in accordance with State 
and Federal law, that contains sufficient in-
formation for the complete and accurate fill-
ing of a prescription, including the following: 

(A) Name of the patient. 
(B) Date of examination. 
(C) Issue date and expiration date of pre-

scription. 
(D) Name, postal address, telephone num-

ber, and facsimile telephone number of pre-
scriber. 

(E) Power, material or manufacturer or 
both. 

(F) Base curve or appropriate designation. 
(G) Diameter, when appropriate. 
(H) In the case of a private label contact 

lens, name of manufacturer, trade name of 
private label brand, and, if applicable, trade 
name of equivalent brand name. 

(Pub. L. 108–164, § 11, Dec. 6, 2003, 117 Stat. 2027.) 
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§ 7701. Congressional findings and policy 

(a) Findings 

The Congress finds the following: 
(1) Electronic mail has become an extremely 

important and popular means of communica-
tion, relied on by millions of Americans on a 
daily basis for personal and commercial pur-
poses. Its low cost and global reach make it 
extremely convenient and efficient, and offer 
unique opportunities for the development and 
growth of frictionless commerce. 

(2) The convenience and efficiency of elec-
tronic mail are threatened by the extremely 

rapid growth in the volume of unsolicited 
commercial electronic mail. Unsolicited com-
mercial electronic mail is currently estimated 
to account for over half of all electronic mail 
traffic, up from an estimated 7 percent in 2001, 
and the volume continues to rise. Most of 
these messages are fraudulent or deceptive in 
one or more respects. 

(3) The receipt of unsolicited commercial 
electronic mail may result in costs to recipi-
ents who cannot refuse to accept such mail 
and who incur costs for the storage of such 
mail, or for the time spent accessing, review-
ing, and discarding such mail, or for both. 

(4) The receipt of a large number of un-
wanted messages also decreases the conven-
ience of electronic mail and creates a risk that 
wanted electronic mail messages, both com-
mercial and noncommercial, will be lost, over-
looked, or discarded amidst the larger volume 
of unwanted messages, thus reducing the reli-
ability and usefulness of electronic mail to the 
recipient. 

(5) Some commercial electronic mail con-
tains material that many recipients may con-
sider vulgar or pornographic in nature. 

(6) The growth in unsolicited commercial 
electronic mail imposes significant monetary 
costs on providers of Internet access services, 
businesses, and educational and nonprofit in-
stitutions that carry and receive such mail, as 
there is a finite volume of mail that such pro-
viders, businesses, and institutions can handle 
without further investment in infrastructure. 

(7) Many senders of unsolicited commercial 
electronic mail purposefully disguise the 
source of such mail. 

(8) Many senders of unsolicited commercial 
electronic mail purposefully include mislead-
ing information in the messages’ subject lines 
in order to induce the recipients to view the 
messages. 

(9) While some senders of commercial elec-
tronic mail messages provide simple and reli-
able ways for recipients to reject (or ‘‘opt-out’’ 
of) receipt of commercial electronic mail from 
such senders in the future, other senders pro-
vide no such ‘‘opt-out’’ mechanism, or refuse 
to honor the requests of recipients not to re-
ceive electronic mail from such senders in the 
future, or both. 

(10) Many senders of bulk unsolicited com-
mercial electronic mail use computer pro-
grams to gather large numbers of electronic 
mail addresses on an automated basis from 
Internet websites or online services where 
users must post their addresses in order to 
make full use of the website or service. 

(11) Many States have enacted legislation in-
tended to regulate or reduce unsolicited com-
mercial electronic mail, but these statutes im-
pose different standards and requirements. As 
a result, they do not appear to have been suc-
cessful in addressing the problems associated 
with unsolicited commercial electronic mail, 
in part because, since an electronic mail ad-
dress does not specify a geographic location, it 
can be extremely difficult for law-abiding 
businesses to know with which of these dispar-
ate statutes they are required to comply. 

(12) The problems associated with the rapid 
growth and abuse of unsolicited commercial 
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